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The Association for Computing Machinery (ACM) Code of Ethics and Professional Conduct defines a set of rules that computing professionals should follow both individually and collectively such that we continue to benefit society. We will look at both the 1992 and 2018 versions and discuss some changes that were made to the code.

One large addition made to the code in the 2018 version was item 3.7, which says that we need to take special care of the systems that become integrated into the infrastructure of society. This item is absent from the 1992 version, and I believe this addition is incredibly significant. This is because as time as has passed, the level of involvement or technology in our everyday lives has increased exponentially. It is conceivable that those who wrote the code back in 1992 could not have predicted this growth. Because of how technology has manifested itself in every aspect of our lives, it is more important than ever that we do everything in our power to ensure that each and every one of these integral technologies are being used for good. The ACM code goes on to say that we need to establish fair policies for these special systems, monitor the integration of these systems within the infrastructure of society, and continually monitor how the systems are used. We can take facial recognition as an example of this. No longer is it bleeding-edge technology, as its now in every single one of our phones. The expansion in the uses of facial recognition have resulting in controversies regarding privacy, racial bias, etc. Because of this, we’ve had to think about establishing policies to ensure that we preserve rights and don’t induce discrimination. We will continue to do this as the uses for facial recognition continues to change. This is why this addition to the code is so significant.

Another large addition made to the code in the 2018 version was item 2.9, which says that we need to “design and implement systems that are robustly and usably secure”. This was again absent from the 1992 version but is so significant now because of its relevancy. As more of our lives have become online-focused, there are increasingly more amounts of sensitive information that need to be secure, such as passwords, bank information, etc. With this large amount of sensitive information, the incentive for criminals to try to obtain it has become exponentially large. This growth coincides with the growth of the tools used to do so. In order to maintain security of sensitive information, designers need to be incredibly cognizant that the systems they create are resistant to any kind of cyberattacks. If we do not do this, we essentially invalidate any kind of software that we create and bring harm onto large amounts of people. These issues have arose somewhat recently and will only continue to become larger with the emergence of IOT devices and smart devices that are always vulnerable to security breaches. Since our reliance on technology can only grow, it is essential that our security does as well. This is why I believe this to be incredibly an important addition to the code.

The ACM Code of Ethics and Professional Conduct has gone under several important changes over the years. I believe the idea that we must take special care of the systems we create, as well as an increased emphasis on robust and secure systems are perhaps the most important.